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THAILAND: Nearly 20% 

of cybercrime victims 

reported losses of over 

US$100,000 in 2015.

VIETNAM: Cyber attacks on two 

major airports and the website of 

Vietnam Airlines in July 2016.

MALAYSIA: As of June 2016, over 

2100 servers belonging to 

government, banks and other 

businesses were compromised and 

their access up for sale to hackers.

SINGAPORE: Government 

websites hacked in Oct and Nov 

2013.

Personal data of over 300,000 

customers of a local karaoke 

chain leaked in Sep 2014.

INDONESIA: Number of cyber 

attacks increased by 33% from 

2014-2015. 

Bank of Indonesia saw 66.7% 

increase in cybercrimes in 2015.

QUICKLY EVOLVING AND INCREASING 

TRANSBOUNDARY CYBER THREATS



Dedicated Agency for 

National Cybersecurity
Established on  1 April 2015, under the aegis of the Prime Minister’s Office,  CSA 
provides dedicated and centralised oversight of national cyber security 
functions. 

It takes over and builds on functions from the Infocomm Development 
Authority (IDA) and Singapore Infocomm Technology Security Authority (SITSA/ 
Ministry of Home Affairs).  
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Strengthening Cybersecurity
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2 Strategic 

Priorities
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Combating Cybercrime
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